


Principal Risks Trend Mitigating Action  

Investment strategy and objectives – if the 
Company’s investment objective becomes 
unattractive and the Company fails to adapt to 
changes in investor demand (including in relation to 
ESG and climate change) the Company may 
become unattractive to investors, leading to 
decreased demand for its shares and a widening 
discount. 

 The Board keeps the level of discount and/or premium at which the 
Company’s shares trade as well as the investment objective and policy 
under review. The Board holds an annual strategy meeting where it 
reviews updates from the Manager and investor relations reports, and 
the Broker reports on the market. In addition, the Board is updated at 
each Board meeting on the make up of and any movements in the 
shareholder register.  The Directors attend meetings with, and respond to 
correspondence from, shareholders to keep abreast of investor opinion. 

Investment Portfolio Performance Risk – if the 
longer-term performance of the investment 
portfolio does not deliver income and/or capital 
returns in line with the investment objective and/or 
consistently underperforms market expectations, 
the Company may become unattractive to investors 


The Board reviews the investment portfolio performance at each Board 
meeting and, amongst other things, seeks explanations from the 
Manager where performance deviates from expectations on either an 
absolute or relative basis.   In addition, the Directors attend meetings 
with, and respond to correspondence from, shareholders to keep abreast 
of investor opinion. The Board considers the Manager’s appointment 



leading to decreased demand for its shares and a 
widening discount. 

annually at the Management Engagement Committee meeting where 
performance is comprehensively reviewed alongside other metrics 
relevant to reappointment.  

Operational Risks – the Company is dependent on 
third parties (and the abrdn Group in particular) for 
the provision of all services and systems.  Any fraud, 
control failures, cyber threats, business continuity 
issues at, or poor service from, these third parties 
could result in financial loss or reputational damage 
to the Company.   


The Board receives reports from the Manager on internal controls and 
risk management at each Board meeting. It receives assurances from all 
its significant service providers including the depositary, as well as back 
to back assurance from the Manager at least annually. Further details of 
the internal controls which are in place are set out in the Annual Report 
on pages 58 and 59. 

Financial Risks – the level of the Company’s 
gearing, if inappropriate, and the financial risks 
associated with the portfolio, including the impact 
of movements in foreign currency exchange rates, 
could result in capital losses and/or reduced income 
for the Company. 


The Board sets a gearing limit and receives regular updates on the actual 
gearing levels the Company has reached from the Manager together 
with the assets and liabilities of the Company and reviews these at each 
Board meeting. In addition, ASFML, as Alternative Investment Fund 
Manager, in conjunction with the Board, has set an overall leverage limit 
of 2.0x on a commitment basis (2.5x on a gross notional basis) and 
provides regular updates to the Board.  
The financial risks associated with the Company include market risk, 
liquidity risk and credit risk, all of which are mitigated in conjunction 
with the Manager. Further details of the steps taken to mitigate the 
financial risks associated with the portfolio are set out in the Annual 
Report in note 18 to the financial statements. 



 

 

 

 

 

 



 

 

 

 

 

 

 

 

 

 

 

 

 



 

 



 

 

 



 

 

 

 

 

 

 

 

 





 

 

 

 

 







Risk Management function 

abrdn plc and its subsidiaries (“the Group”) is committed to 
building and continuously improving a sound and effective system 
of internal control and a risk management framework that is 
embedded within its operations; this is the Group’s first line of 
defence. 

The Group’s Risk Division, as the second line of defence, exists to 
support management in the identification and mitigation of risks 
and provides independent monitoring of the business. The 
Division includes Conduct & Compliance, Operational Risk and 
investment risk Oversight. The team is headed by the Group’s 
CRO, who reports to the Chief Executive Officer of the Group. The 
Risk Division achieves its objective through embedding the Risk 
Management Framework throughout the organisation using the 
Group’s operational risk management system (SHIELD). 

The Group’s Internal Audit Department is independent of the Risk 
Division and reports directly to the Group CEO and to the chair of 
the Audit Committee of the Group’s Board of Directors. The 
Internal Audit Department is responsible for providing an 
independent assessment of the Group’s control environment; it is 
the Group’s third line of defence. 

The Group’s corporate governance structure is supported by 
several committees that bring together Group’s subject matter 
experts from different departments, to assist the Boards of 
Directors of abrdn plc, its subsidiaries and the funds to fulfil their 
roles and responsibilities. The Group’s Risk Division is represented 
on all committees, with the exception of those that deal with 
investment recommendations to the Boards. The specific goals 
and guidelines on the functioning of these committees are 
described in their respective terms of reference. 

Description of the process of identifying, assessing and 
managing risks 

 Market risk: Is monitored through factor modelling used to 
calculate both absolute and relative ex ante quantities such as 
tracking error (TE) and Value at Risk (VaR). The VaR is 
computed on a NAV basis as the maximum loss that the 
portfolio should incur over 20 days, 99% of the time under 
normal market conditions. The fund’s portfolio risks are 
decomposed into intuitive components to pinpoint areas of 
unexpected market risk. The techniques are applied to all 
relevant asset classes. The market risk is further monitored 
through the computation of the level of leverage by both the 
gross and net approach. The leverage is calculated by 
converting each FDI into the equivalent position in the 
underlying assets of those derivatives, on a NAV basis. The 
market risk linked to the concentration risk is mitigated 
through investment restrictions set according to the basic 
principle of diversification. 

 Liquidity risk: The Group has a Liquidity Risk Management 
Policy in place applicable to the funds and set out in 
accordance with its overall Risk Management Process, relative 
to the size, scope and complexity of the funds. Liquidity Risk is 
monitored on both the asset and liability sides. To measure 
and monitor asset liquidity risk the Group employs a number 
of methods specific to the underlying assets.  In all cases, the 
approach is to reference the actual holdings of the sub-fund 
against a true measure of the market at both an aggregate and 
a position level. The Group has implemented a Group Pricing 
Policy which details the operational responsibilities for pricing 
assets, this policy is owned and overseen by the Group pricing 
Committee. On the liability side, investor transactions and, 
beyond this, investor behaviour are the main driver of liquidity 
within each sub-fund. In this context, the articles and 
prospectuses contain certain key provisions or limits which 

provide protection to the funds and ultimately investors, in 
situations where liquidity might become a concern. In addition, 
the fund receives and analyses periodic reports in respect of 
the shareholder concentration within each sub-fund. Any 
shareholder concentrations and transactional behaviour are 
identified at sub-fund level and any particular concerns noted 
are escalated to the relevant Group Committee and respective 
Boards, if material. 

 Credit and counterparty risk: The credit and counterparty 
risks linked to derivatives transactions are managed through 
processes outlined in the Group’s Counterparty Credit Risk 
Policy. This Policy underpins on the following principles: 
Internal Credit assessments; credit limits; exposure calculation 
and oversight and Control. Credit research on counterparties is 
carried out by the Credit Investment Team. Research is 
conducted on the basis of qualitative and quantitative analysis 
and is presented for discussion at the Credit Committee on a 
monthly basis. Each counterparty is reviewed at least once per 
annum. Furthermore the Risk and Exposure Committee (REC) 
and/or credit Committee can impose house level restrictions 
on concentrations. Credit risk exposures are calculated net of 
collateral received. The methodology for calculating an 
amount for potential exposure arising from movements in 
mark to market is approved by the REC.  Acceptable collateral 
and other commercial and credit terms for inclusion in the 
International Swap and Derivative Association (ISDA) 
documentation is defined in the Group Derivative 
Management Policy. Counterparty credit exposures are 
monitored against internal limits by an investment control 
team and monitored by the Group Credit Committee and Risk 
and Exposure Committee. 

 Legal risk: All key contractual arrangements entered into by 
the funds are reviewed by the Legal Department and, where 
required, by external legal counsel. If these contracts refer to 
delegation arrangements, where applicable, there is an 
operating memorandum defining information flows between 
the parties, frequency of services and deadlines, a clear 
attribution of rights and responsibilities of each party and, 
when applicable, the key performance indicators to measure 
performance. Any litigation issues are also handled by the 
Legal Department.  
 
Each OTC derivatives are framed within the legal provisions of 
the ISDA Master agreement which defines the rights and 
obligations of parties engaging in derivatives trading. The ISDA 
master agreements are negotiated and signed between each 
umbrella/sub-fund and the counterparty. The Credit Support 
Annexe (CSA) is a legally binding document which is annexed 
to the ISDA agreement and details the Minimum Transfer 
Amount (MTA) or collateral required by AAML when engaging 
in OTC derivatives trading with counterparties. The Group 
Derivative Management Committee is responsible for 
approving the commercial terms associated to derivative 
documentation for the Group.  

 Tax risk: The Group uses external tax consultants to advise on 
tax structuring, transactions and tax reporting. 

 Operational risk: The Operational Risk Management 
Framework ensures that the operational risks taken and their 
contribution to the overall risk profile are accurately measured 
on the basis of sound and reliable data and that the risk 
measurement arrangements, processes and techniques are 
adequately documented. The identification, measurement, 
management and monitoring of operational risk within the 
Group are achieved through the use of the Group’s 
Operational Risk Management Framework System, SHIELD. 
This system provides the following key Risk Management 
Modules: 



 Event Management: This module serves as a historical loss 
database, in which any operational failures, loss and 
damage experience (Events) will be recorded. The records 
include professional liability damages. The process for 
recording, investigation and mitigation of Events aims to 
ensure that they are not repeated. 

 Issues and Actions Plan: The issues and actions module 
provides a standardised mechanism for identifying, 
prioritising, classifying, escalating and reporting internal 
audit findings and other on-going / unresolved matters 
impacting the Group from a risk or regulatory perspective 
(Issues). 

 Risk and Control Self Assessment (RCSA): The RCSA process 
is to ensure key risks and key controls are identified and 
managed effectively in order to satisfy, at a Group level, 
Internal Capital Adequacy (ICAAP) requirements. The 
RCSA also provides a systematic and holistic means of 
identifying risk and control gaps that could impact 
business or process objectives which are agreed by senior 
management to complete. 

 Business Continuity Plan (BCP): Is in place and designed for 
invocation where there has been significant disruption to 
normal business functions at any abrdn plc office that is 
likely to last longer than 24 hours. 

Measuring risk 

Where appropriate the Group applies the following measurements 
for each fund: 

 Leverage: Has the effect of gearing a fund’s expected 
performance by allowing a fund to gain greater exposure to 
underlying investment opportunities (gains and losses). The 
higher the leverage the greater the risk (potential loss). 

 Volatility, Value-at-Risk (VaR) and Conditional VaR 
(CVaR): Volatility measures the size of variation in returns 
that a fund is likely to expect. The higher the volatility the 
higher the risk. VaR measures with a degree of confidence the 
maximum the fund could expect to lose in any one given day,  
assuming a normal (Gaussian) distribution, this is a function of 
the volatility of the fund. The higher the volatility, the higher 
the VaR, the greater the risk. CVaR calculates the expected 
loss, under the assumption that the VaR has been reached. 

 Tracking error (TE): Measures the expected magnitude of 
divergence of returns between the fund and benchmark over a 
given time. 

 Systematic and stock specific risk: Systematic risk represents 
the proportion of a fund’s risk that is attributable to market 
exposure; and specific risk represents the risk that is intrinsic to 
individual stocks (i.e. particular to a given stock’s attributes). 

 Stress test and scenario analysis: Captures how much the 
current portfolio will make or lose if certain market conditions 
occur. 

 Concentration risk: By grouping the portfolio through various 
different exposures: country, sector, issuer, asset etc., to 
identify where concentration risk exists. 

 

Escalation and reporting 

The Group recognises timely and adequate reporting measures as 
well as escalation channels to be key components of the control 
process and management of risk. 

The Risk team  provide regular updates to the Board/senior 
management on the adequacy and effectiveness of the Risk 
Management Process indicating, where applicable, actual or 
anticipated deficiencies and the remedial measures. 

In addition, all issues and events impacting any Group entity or 
the funds are logged in SHIELD, by the relevant area within the 
prescribed time limits. 


